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Frontend Developer specializing in building responsive, user-friendly web applications using HTML, CSS, JavaScript, 
React, Next.js, and Python. Experienced in crafting dynamic UIs, optimizing performance, and implementing secure 
coding practices. Skilled in GitHub, Tailwind CSS, Framer Motion, and REST APIs, with a strong focus on delivering 
clean, efficient code and enhancing user experiences. 

Beyond frontend, I bring expertise in cybersecurity, focusing on vulnerability management and threat detection. This 
unique combination allows me to prioritize secure coding practices while delivering engaging user experiences. 

 

EXPERIENCE 
Company: Log(N) Pacific ​ 11/30/2024 - Present​
Title: CyberSecurity Support Engineer (Vulnerability Management & SecOps) 
Vulnerability Management: 

●​ Conducted vulnerability scans, provided detailed reports, and implemented PowerShell-based remediations, 
contributing to a 100% reduction in critical, 90% in high, and 76% in medium vulnerabilities for the server team. 

●​ Performed vulnerability assessments and risk prioritization using Tenable across Windows and Linux environments. 
●​ Executed secure configurations and compliance audits (DISA STIG) with Tenable to meet industry standards. 
●​ Automated remediation processes and STIG implementations using PowerShell to address critical vulnerabilities. 
●​ Deep understanding of the “soft” side of Vulnerability Management: rapport, trust, transparency, and business need. 

Security Operations: 
●​ Performed threat hunting with EDR, detecting IoCs from brute force attacks, data exfiltration, and ransomware. 
●​ Designed, tested, and published advanced threat hunting scenarios for incident response tabletop exercises 
●​ Developed custom detection rules in Microsoft Defender for Endpoint to automate isolation and investigation of 

compromised systems. 
●​ Reduced brute force incidents by 100% by implementing inbound NSG/firewall rules to limit Internet exposure. 
●​ Created Microsoft Sentinel dashboards to monitor logon failures and malicious traffic using threat intelligence. 
●​ Experienced with KQL (similar to SQL/SPL) which I used to query logs within the SIEM and EDR platform. 

 
Company: DaySmart​ Oct. 2023 - Current 
Title: Software Support Specialist 

●​ Delivered software support, diagnosing and resolving technical issues efficiently to minimize client downtime. 
●​ Guided users through complex troubleshooting processes, providing clear and effective solutions. 
●​ Documented common issues and resolutions to enhance the knowledge base and improve service delivery. 
●​ Collaborated with development teams to report bugs and suggest software improvements based on user feedback. 

 

PROJECTS 
Fine Dining Restaurant  
Source: github.com/tleanne1/modern-ui.ux-restaurant 
Demo: https://modern-restaurant-tleanne.netlify.app/ 
Platforms and Technology Used: HTML, CSS, React Js 
 

 



 

 
Coffee Shop Website 
Source: github.com/tleanne1/coffee-shop-website-responsive 
Demo: https://coffee-shop-website-tleanne.netlify.app/ 
Platforms and Technology Used: HTML, CSS, JavaScript 
 
AI Assistant Website 
Source: github.com/tleanne1/gpt3-tleanne 
Demo: https://gpt3-website-tleanne.netlify.app/ 
Platforms and Technology Used: HTML, CSS, React Js 
 
 

CERTIFICATIONS 
Junior Frontend Developer - SheCodes  
Cyber Security SOC Analyst (LeveldCareers) Feb. 2025 
CompTIA Security+ (Expected 4/2025) 
CISSP (Expected 2025) 
 

EDUCATION 
B.S. Information Technology​ Kaplan University, (2016) 
 

ADDITIONAL SKILLS AND TECHNOLOGIES 
Frontend Development:​
 HTML, CSS, JavaScript, React.js, Next.js, Node.js, Python, MongoDB, Bootstrap, Flexbox, Tailwind CSS, Framer Motion, 
SEO, API Integration, Responsiveness 

Tools & Technologies:​
 Git, GitHub, Sentry, PowerShell, BASH, Microsoft Defender (EDR), Microsoft Sentinel (SIEM), Azure VMs 

Secure Development & Cybersecurity:​
Secure Coding (OWASP Top 10), Vulnerability Management (CVE/CWE), Risk Prioritization, Endpoint Detection & 
Response (EDR), Firewall/NSG Configuration 

Compliance & Frameworks:​
 NIST Cybersecurity Framework, PCI-DSS, GDPR, HIPAA 

 
 


